
                                                                                 

 

Privacy And Data Use Policy 
 

As per the New gTLD Registry Agreement, for Privacy and 
confidential information protection, we will make domain contact 
data (and other fields) freely and publicly available via a Web-based 
WHOIS server. This default set of fields includes the mandatory 
publication of registrant data. Our Registry-Registrar Agreement will 
require that registrants consent to this publication. 
We shall notify each of our registrars regarding the purposes for 
which data about any identified or identifiable natural person 
(“Personal Data”) submitted to the Registry Operator by such 
registrar is collected and used, and the intended recipients (or 
categories of recipients) of such Personal Data (the data in question 
is essentially the registrant and contact data required to be published 
in the WHOIS). We will require each registrar to obtain the consent of 
each registrant in the TLD for the collection and use of such Personal 
Data. The policies will be posted publicly on our TLD web site. As the 
registry operator, we shall not use or authorize the use of Personal 
Data in any way that is incompatible with the notice provided to 
registrars. 
 
Our privacy and data use policies are as follows: 
 
- As registry operator, we do not plan on selling bulk WHOIS data. We 
will not sell contact data in any way. We will not allow, enable, or 
otherwise support the transmission by e-mail, telephone, or facsimile 
of mass unsolicited, commercial advertising or solicitations. 
- DNS query data will never be sold in a way that is personally 
identifiable. 
- We may from time to time use the demographic data collected for 
statistical analysis, provided that this analysis will not disclose 
individual Personal Data and provided that such use is compatible 
with the notice provided to registrars regarding the purpose and 
procedures for such use. 
 
As the registry operator we shall take significant steps to protect 
Personal Data collected from registrars from loss, misuse, 
unauthorized disclosure, alteration, or destruction.   
 



                                                                                 

 

In order to acquire and maintain accreditation for our TLD, we will 
require registrars to adhere to certain information technology 
policies designed to help protect registrant data. These will include 
standards for access to the registry system and password 
management protocols.  
 
We will allow the use of proxy and privacy services, which can 
protect the personal data of registrants from spammers and other 
parties that mine zone files and WHOIS data.  


